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Help your customers meet compliance & prevent breaches due to human error

Animated Episodes: 3-4 minutes long, released every month

Real Breaches: Security awareness lessons based on real companies affected by
significant breaches

Engaging: Emotionally connects with your learners in the first scene of every episode
Hollywood Storytelling: Each episode is written by a former writer of CSI: NY
Gamified Leaderboard: Competition encourages engagement

Phishing Exercises: For additional training and benchmarking

Data Reporting - Provides user reporting to view training and completion rates
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Training Topics
Passphrase Protection
Ransomware
Malicious Insider Threats
Catphishing
2FA Bots
Malicious Apps
QR Code Phishing
Stored Document Integrity

Identity Protection



Episode Summary
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Phishing Exercises

Apply Reset
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Dale Crumble

Phishing Scenarios

ishing Simulator | Phishing Scenarios

@& Dashboard

= Phishing Simulator Show / Hide Columns: | Action |[Eategories || Company Name || Coritent ner || Template name | [Type |

[25 cards per page Search Copy || Excel
Awareness Educator < aa—

Template Name Company Name Owner + Action
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[Binance] Deposit Confirmed System Keepnet Labs
sl Report Manager

Tirana & Rome: get a 10% base-rate discount with our Genius loyalty programm... System Keepnet Labs
& company

NASA Mars Exploration Newsletter: June 2022 System Keepnet Labs
of Advanced Settings
Your Uber Cash Receipt System Keepnet Labs
Sales Solutions Webinar System Keepnet Labs
Coinbase Password Reset System Keepnet Labs
Gracias System Keepnet Labs
Fill the form to support Ukraine! System Keepnet Labs
A big welcome from Travelzoo System Keepnet Labs
Alove |etter to scammers & System Keepnet Labs
Reservation updated System Keepnet Labs

Payment Processed for 17392 System Keepnet Labs

Are You a Security Champion? System Keepnet Labs




Phishing Exercises

Verify your Uber account email
From: ubers <no-reply@uber.com>
To: Dale Crumble <dcrumble@aadyasecurity.com>

7/15/2022 10:46:07 PM

Uber

Hello Dale Crumble

Please confirm your email by tapping the link
below. [

P
.

Help Center Privacy

Terms Email Preferences

uber BV,

Mr. Truvbiaan s
1097 DF Amsterdam
uber.com




Admin Dashboard

AaDya Security

Apply Reset
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Dale Crumble Advanced Training Reports
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Confidential and Proprietary

You acknowledge and agree that, by receiving this presentation, you are bound by the
restrictions set forth herein. This presentation and the information contained herein
1s the confidential and proprietary information of AaDya Security, Inc. (the
“Confidential Information”). You will use the Confidential Information solely for the
purpose of partnership with AaDya Security, Inc. You will keep secret and never
directly or indirectly disclose, publish or make accessible to any other party all

or any portion of the Confidential Information.
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